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1. Purpose 

This Wi-Fi Acceptable Use Policy (AUP) outlines guidelines for accessing and using the Wi-

Fi network provided by Connect 64(referred to as "the Company") to ensure secure, reliable, 

and responsible use by clients and visitors. 

2. Scope 

This policy applies to all individuals accessing the Company's Wi-Fi network, including but 

not limited to clients, guests, employees, contractors, and any other authorized users. 

3. Acceptable Use 

Users of the Company's Wi-Fi network agree to: 

• Use the network in a responsible manner that respects the rights of others and 

complies with all applicable laws and regulations. 

• Respect intellectual property rights and not engage in unauthorized copying, 

distribution, or downloading of copyrighted materials. 

• Use the network for lawful purposes only. Prohibited activities include but are not 

limited to: 

o Transmitting or accessing illegal, harassing, defamatory, abusive, or obscene 

materials. 

o Engaging in activities that compromise network security, including but not 

limited to unauthorized access to network resources or attempts to bypass 

security mechanisms. 

o Introducing malicious software, viruses, or any other harmful code to the 

network. 

o Using the network for commercial purposes or activities that could cause 

disruption to other users. 

• Maintain the confidentiality of any personal or sensitive information transmitted over 

the network and refrain from accessing unauthorized resources. 

4. Network Security 

• Users are responsible for maintaining the security of their devices connected to the 

Company's Wi-Fi network. 

• Avoid sharing network access credentials (e.g., passwords) with unauthorized 

individuals. 

• Report any suspected security breaches or unauthorized use of the network to 

Gigawave. 

5. Access and Monitoring 

• The Company reserves the right to monitor network activity for security and 

operational purposes. 

• Access to the Wi-Fi network may be restricted or terminated at any time for users 

who violate this AUP or pose a threat to network security or integrity. 
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6. Liability 

• The Company assumes no liability for any loss or damage resulting from the use of its 

Wi-Fi network, including but not limited to data loss, network interruptions, or 

unauthorized access to personal information. 

7. Enforcement 

• Violations of this AUP may result in disciplinary actions, including but not limited to 

temporary or permanent suspension of network access and legal consequences as 

applicable. 

8. Amendments 

• The Company reserves the right to modify or update this AUP at any time. Users will 

be notified of any changes, and continued use of the Wi-Fi network constitutes 

acceptance of the revised terms. 

9. Contact Information 

For questions or concerns regarding this Wi-Fi Acceptable Use Policy, please contact Kent at 

Gigawave on 0447 554 908. 

 


